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**🛡️ Preventing Malware – Study Notes - CompTIA A+ 220-1102 | Objective 2.4 – Security**

**1. General Overview**

* This lesson provides essential tips to help prevent malware infections.
* Malware includes **viruses, worms, Trojans, ransomware, spyware, rootkits**, and **spam**.

**2. Antivirus for Viruses**

* The best way to detect viruses is with a **good antivirus solution**.
* Options include:
  + **Third-party software** (e.g., Norton, McAfee)
  + **Built-in protection** like **Windows Defender**
* Antivirus must be **kept up to date** to remain effective.

**3. OS Updates and Service Packs**

* **Updating your operating system** regularly is critical.
* Most malware exploits are based on **known vulnerabilities**.
* Vendors like Microsoft release **patches** to fix these issues.
* Failing to update your system makes it easier to get infected.

**4. Firewalls**

* A **host-based firewall** prevents **unauthorized access** from external sources.
* This adds a layer of defense by blocking suspicious incoming traffic.

**5. Secure Web Browsing**

* Use **encrypted websites** (HTTPS) when surfing the internet.
* Encryption protects the **integrity and privacy** of your connection.
* Avoid non-HTTPS sites that may expose you to man-in-the-middle attacks.

**6. Anti-Malware for Worms, Trojans, and Ransomware**

* Like viruses, these threats are detected using **anti-malware tools**.
* **Ransomware** is usually detected by its **Trojan delivery method** before it activates.
* Ensure both **definitions** and **scanning engines** are updated regularly.

**7. Anti-Spyware for Spyware**

* Spyware collects user data and sends it to a remote attacker.
* Use **anti-spyware tools**, either standalone or built into solutions like **Windows Defender**.
* Regularly update the software’s **definitions** for effective protection.

**8. Secure Browser Settings**

* Set your browser to **low-trust mode** for unfamiliar sites.
* Benefits include:
  + Blocking **cookies**
  + Disabling **pop-ups**
  + Reducing automatic script execution
* These settings help prevent spyware and adware infections.

**9. Symptoms of Spyware**

* Common signs include:
  + **Excessive pop-up ads**
  + **Targeted ads** based on past browsing
  + **Browser homepage changes**
* These may indicate spyware, cookie tracking, or data retention by websites.

**10. Rootkits**

* **Rootkits** bypass OS-level functions and interact directly with the kernel.
* They are **extremely difficult to detect once installed**.
* A rootkit may **hide from antivirus tools** while claiming the system is clean.
* To detect rootkits:
  + **Boot from an external device**
  + Scan the drive from a clean environment
* Best removal practice: **Re-image the machine from a known-good baseline**.

**11. Spam**

* Spam is typically more annoying than dangerous but can be misused.
* The real concern arises when **your server is used to send spam**.
* Prevent this by:
  + Disabling **SMTP open relay** settings
  + Configuring **mail servers** securely

**12. Preventing Spam Infiltration**

* Follow these three tips:
  1. **Remove email addresses** from public-facing websites to avoid spam bot harvesting.
  2. Use **allow and block lists** to manage email delivery.
  3. Conduct **user training and awareness** to reduce social engineering success.

**13. Final Summary: Top 3 Tips**

1. **Keep your anti-malware software updated** and schedule scans at least weekly.
2. **Patch your OS and applications regularly**, as exploits often follow released vulnerabilities.
3. **Educate your users**, as they represent the **largest security vulnerability** within an organization.